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And operates an Information Security Management System which complies with the 
requirements of ISO/IEC 27001:2013 for the following scope:

The Information Security Management System (ISMS) of the organization is defined as encompassing 
the operational processes and practices within Software Development, IT Support & Infrastructure, 
Human Resources, Sales & Marketing, and Contract Management departments. It extends to physical 
locations including the main office in Westerville, Ohio, and N.T.I. Limited offices in Ard Mhuire, Camp 
Street Oughterard, Co. Galway, H91 K5FE, Ireland. The certification also covers technological 
environments, comprising development and production environments, along with all organizational 
devices provided to employees. Furthermore, it includes information assets such as source code 
repositories, customer support databases, employee records, and financial records, ensuring the 
confidentiality, integrity, and availability of information across the organization.
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